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° In A sense, € ‘ ] Services 1o ne Iayer
above it. -This concept | ed throughout computer science,
where it is variously know ' [ STract dara rypes, data

AN )

encapsuidrion, g]ﬂg‘] g@_},yg’r oriented programming

® The fundamental idea is that a particular piece of software (or hardware) provides a
service to its users but keeps the details of its internal state and algorithms hidden from

them.

® A protocol is an agreement between the communicating parties on how communication

is fo proceed.
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A five-layer network is in Fig. . 5
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Figure: Layers, protocols, and interfaces.
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® Instead, each layer passe | | nformation to the layer

Immediate }\y below It, until the lowest lay

* Below layer 1 is the physical medium through which actual

communication occurs. In Fig, virtual communication is shown by dotted
7 lines and physical communication by solid lines.
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1.Adjacent-layer interaction on the same computer -

2.Same-layer interaction on different computers- = ./¢

compurers use d prot | € WITh The same Iayer on
another computer. The protocol deftined by edch layer uses a
header that is transmit ed between the computers, to communicate

what each computer wants to do.
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away inside the machine r visible from the outside. It is not
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even necessary that the interfaces on all machines in a network be
the same, provided that each machine can correctly use all the j)
protocols. A list of protocols used by a certain system, one protocol

per layer, is called a protocol stack.



° How to provide communication to the top layer of the five-layer Network : in Fig.

k
\ J

Source machine Destination machine
Figure: Information flow supporting virtual communication in layer 5.
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fields. layer 3 must break up the incoming messages into smaller units,

packets, prepending a layer 3 header to each packet.

® In this example, M is split into two parts, M1 and M2. Layer 3 decides
T which of the outgoing lines to use and passes the packets to layer 2.
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®* Networks are continuot ). izes are continually increasing leading to

congestion. Also, when new technologies are applied to the added components, it
O may lead to incompatibility issues. Hence, the design should be done so that the
/) networks are scalable and can accommodate such additions and alterations.
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interfere al usage of the

resources.
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Am eats like
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eavesdropping ¢ jes. So, there should be

adequate mechanisms to authorized access to data through authentication

(f and cryptography.
@
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® Connection oriente e than connectionless service. We

can send the message in connection oriented service if there is an error at the
receivers end. Example of connection oriented is TCP (Transmission Control

Protocol) protocol.
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prepare eeded in this. Example
of Connectionless servic: agram Protocol) protocol.
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1ge delivery.

® Connec onnectionless service.
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® Connection oriented service ace is stream based and

(f connectionless is message based.
.
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the service being pti for connection-oriented service are

different from those of connection-less service. There are five types of service

primitives :
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,n.‘ After this

DISCONNECT

packet the ‘ [ packet to acknowledge
the client. When the server package is received by client then the process is j)

terminated.




LISTEN Block waiting for an incoming connection

CONNECTION Establish a connection with a waiting peer

- RECEIVE Block waiting for an incoming message

SEND Sending a message to the peer

DISCONNECT

Terminate a connection



UNIDATA This primitive sends a packet of data

FACILITY, REPORT Primitive for enquiring about the performance of the
network, like delivery statistics.



vbove it in the OSI

Reference mo. C yel; is ready to perform but

it does not specify anything about the implementation of these operations.
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https://www.studytonight.com/computer-networks/complete-osi-model

THE NETWORK (SERVICE PROVIDER)

D)

PROTOCOLS

These are set of rules that govern the format and meaning of frames, messages or packets that are
exchanged between the server and client.






International Organization for Standardization (IOS) In 1984, the ISO
released a revision of this model and called it the Open Systems Interconnection
(OSI) reference model. The 1984 revision has become an international standard
and serves as a guide for networking. The concept of a seven layer model was

provided by the work of Charles Bachman.
The OSI reference model represents the seven layers of the process by which data is
packaged and transmitted from a sending application through the physical wires to the
receiving application. Each Specifying particular network functions. OSI defines a large
collection of protocols that allow computers to communicate.

OSI Model is a set of protocols that define standardize Data commutation process.

The lower 4 layers (transport, network, data link and physical —Layers 4, 3, 2, and 1) are
concerned with the flow of data from end to end through the network.

The upper three layers of the OSI model (application, presentation and session— Layers 7,
6 and 5) are orientated more toward services to the applications.



Mame of Lnit

Host A Host B Exchanged
7 Application y==sssssssasasmao] Application protocolSSS s == =====aa=s > Application APDU
Interface
6 Presentation R - Presentation protocols============---- > Presentation PPDU
5 Session € - - - ==~ Session protocols=ss==sssssseo s Session SPDU
4 Transpart T3======3s53s353535= Transport profocolfEEEEEEEEEEEESEE—— > Transpart

Communication subnet protocol

Metwork layer host-router protocol

Metwork Metwork

Metwork Metwaork

-

Data Link

Data link layer host-router protocol

--=p Datalink &----- » Data Link ‘«----

Data Link

FPhysical layer host-router protocol

---» Physical «----- » Physical %---

Physical Physical

Intarnal subnet protocol

r



Layer

Name of Protocol

Name of Unit exchanged

Application

Fresentation

Session
Transport
Network

Data Link

Physical

Application Protocol
Presentation Protocol
Session Protocol
Transport Protocol
MNetwork layer host-router Protocol
Data link layer host-router Protocol

Physical layer host-router Protocol

FPDU - Presentation Protocol Data Unit

AFDU - Application Protocol Data Unit

SPDU - Session Protocol Data Unit
TPDU - Transport Protocol Data Unit
Packet
Frame

Bit
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orogramme N as wire) to another

dpplication programme

Application-layer protocols can be programs in themselves, such as File Transfer Protocol
(FTP), or they can be used by other programs, such as Simple Mail Transfer Protocol (SMTP),

used by most e-mail programs, to redirect data to the network.

The user application itself does not reside at the Application layer — the protocol does. The

user interacts with the application, which in turn interacts with the application protocol.



Examples of Application layer protocols include:

The Application layer provides a variety of functions:

* Synchronizes communication
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OSI as a presentat | /er is responsible for
converting proto | | he Ql, € /pting the data, changing or
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presen’rq’rion layer also manages data compression to reduce the number of

bits that need to be transmitted.



* Audio - MIDI, MP3, WAV

* Movies - MPEG, AI, MOV
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® Additionally, the Presentat : erTorm encryption ar -c()mpression

of data, as required. However, these functions can also be performed at

lower layers as well. For example, the Network layer can perform encryption,
using IPSec
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® The session layer is responsible for managing this dialog. It performs name

recognition and other functions, such as security, that are needed to allow two

applications to communicate over the network.
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- Mdny modern protocol suites, such as [CP/IF, do not implement Session layer

protocols. Connection management is often controlled by lower layers, such as

( the Transport layer.
@
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Application Layer

Transport Layer

Internet Layer

Network Access Layer

r

Protocols

A J

Networks I

{ TELNET { FTP } { SMTP

|

DNS ] Application

Transport

Network

{ ARPANET} [ SATNET } [PacketRadiD]

|

Physical + Data

- ] Link Q




Defence's Project Research Agency

® Support for a flexible architecture. Adding more machines to a network

® The network was robust, and connections remained intact untill the so

ination machines were functioning.

® The overall idea was to Vv on on one computer to talk to(send data

(X packets) another application running on different computer.
@



Application Layer

Application Layer

Presentation Layer

Session Layer

Transport Layer

Transport Layer

Internet Layer

Network Access Layer

Network Layer

Data Link Layer

Physical Layer

Software
Layers

—>» Heart of OSI

Hardware
Layers






® Performing

® Avoiding congestion
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* Transport layer also arrange the packets to be sent, in sequence.
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® |t allows ¢

* |t defines two end-to-end “and UDP

®* TCP(Transmission Control Protocol): It is a reliable connection-oriented protocol which handles byte-
stream from source to destination without error and flow control.

* UDP(User-Datagram Protocol): It is an unreliable connection-less protocol that do not want TCPs,
sequencing and flow control. Eg: One-shot request-reply kind of service.







and protocols.
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