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A file is named, referred to by its name. A

-

name is usually a string of chara , such as sample.txt. Some systems differentiate
between uppercase and lowercase characters in names, whereas other systems do not.

A file’s attributes vary from one operating system to another but typically consist of

these:
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FILE CONCEPT

Protectic do reading, writing
or both.

Time and date — This information may be kept for creation and last
modification. -
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Reading a file - stem call that specifies the

name of the file and wheré in memory) the next block of the file should be put.

Deleting a file — To delete a file, we search the directory for the named file.
Having found the associated directory entry, we release all file space, so that it
can be reused by other files, and erase the directory entry.
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The system uses the type of the file. Only a file

with a .com, .exe, or .bat extension can be executed.

The .com and .exe files are two forms of binary executable files, whereas

Y a.bat file is a batch file containing, in ASCIl format, commands to the

/operq’ring system.
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SEQUENTIAL ACCESS -
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, 0 program

may be

® Sequential access file, owing figure, is based on a tape

model of a file and works as well on sequential access devices as it does on j>

random access ones.




| SEQUENTIAL ACCESS -

Beginning Current Position

Rewind
Read or Write

Figure — Sequential access file




B) DIRECT ACCESS -

ere
access file.
rge amounts of

informo
I«

® For the direct access mett ke ations must be modified to include
the block number as a parameter. Thus, we have read ‘n’, where ‘n’ is the

block number, rather than read next, and write ‘n’ rather than write next.

O ® Not all operating systems support both sequential and direct access for files.

/) Some systems allow only sequential file access; others allow only direct access.
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® Figure — Physical
/1 Block Storage

l Physical Blocks =
T 100 bytes
P- . Logical Records =

50 bytes

= File SAMPLE
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C) OTHER ACCESS METHODS -

‘ ere are two
files for eve DEX file. MASTER file

contains ac’ruq records in ¢ % INDEX file contains the index key
& disk address of each record in the MASTER file. j)




® Records in the MASTER file can be stored in random sequence, but

1\] index keys in the index file are stored in sorted sequence on index

S key value.
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Table - Index File Table - Master File
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DIRECTORY STRUCTURE — d drecioy

® A disk can be used in its entirety for a file system. A file

1\] system can be created on each of the parts of the disk.

partition C

O ® Figure — A typical file system
organization

® Each volume that contains a file system must also contain

l information about the files in the system. This information is kept in
entries in a device directory or volume table of contents. The

T O device directory records information — such as name, location, size,

and type for all files on that volume.
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o’rhe

e directory.
* List a di
®* Rename a file = We must t o change the name as per

requirement.




A) SINGLE LEVEL DIRECTORY -

@ Files

(f Figuré — Single level directory
J
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B) TWO LEVEL DIRECTORY -

ctory

les of a

ene v (MFD) is

searched. The MFD is e or account number, and

each entry points to the UFD for that user as shown in following figure, ;




l 1B) TWO LEVEL DIRECTORY - _

master file | .o, 1| user2! user3
1 directory |~ R

user file
directory

/;3 ®* Figure — Two level directory structure
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B) TWO LEVEL DIRECTORY -

D

e local

* A two level ee, of height 2. The
root of the tree is the MFD. direct descendants are the UFDs.

The descendants of the UFDs are the files themselves.



C) TREE STRUCTURED DIRECTORIES

>t of files
ors it is treated in

a special way.

* All directories have the same internal format. One bit in each jD

directory entry defines the entry as a file (O) or as a subdirectory (1).

%



1 C) TREE STRUCTURED DIRECTORIES
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C) TREE STRUCTURED DIRECTORIES

must first

® An alternc _ = UNIX is to provide
an option: When a request is made to delete a directory that entire

directory’s files and sub directories are also to be deleted.




D) ACYCLIC GRAPH DIRECTORIES —

|
e will

two copies of the

A

file. W original copy. But if
one programi 2s will not appear in the
other’s copy. = ‘ | j)
®* With a shared file, only one actual file exists, so any changes made by one
e person are immediately visible to the other.

%
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oot | diet | spell

Figure — Acyclic graph directory structure
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FILE-SYSTEM MOUNTING

m is given
within the file
structu

® Some opera’rl gs e system type be provided,

while others inspect ’rhe structures of the device and determine the type

of file system.




FILE-SYSTEM MOUNTING
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® Finally, the operat ory structure that a file system

is mounted at the specified mount point. This scheme enables the operating
system to traverse its directory structure, switching among file systems, and
even file systems of varying types, as appropriate.




FILE-SYSTEM MOUNTING

® (a)
/ Figure File system. (a) Existing system. (b) Unmounted volume.
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FILE-SYSTEM MOUNTING

vystem to be

mounted any Fas UNIX does.

-

Windows operating systems automatically discover all devices and j>

mount all located file systems at boot time.
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MULTIPLE USERS

* Whet ers, the issues
ot tile st | e preeminent.
lven ¢ 2Cl 2 shdred ’gy/ Users,
he system must me stem can either allow

.
a user to access the Tile - of / detault or 'r‘ofl that a

user specitically grant 3 ‘0 the Tiles r
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REMOTE FILE SYSTEMS

° INeTWOrK ampus or
cven ar Ne - ta In the
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® Through the ev ' | /, remote ftile-

g}jgmlng MeTnodas I

OT]}B first ip'nplgern:_arnr:-‘(l merTr | /OIVE nanudally fransterri gflles

be’r "" :j‘m}l]na; vid programs like F‘rp

®* The second major ungim)gj uses a distributed file system (DFS) in which

remote directories are visible from a Iocal machine. In some ways, the
third method, the WorldWide Web, is a reversion to the first.
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REMOTE FILE SYSTEMS
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*lypes o a
° Read
® Write
* Execute
* Append
®* Delete

List
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°* Reliability S NE ' nies ofr Tiles. V any

wrnpgi;»rt N Ve /STE [ [ ' [ t’lily gggyy iSk

files to tape at regular intervals ain a copy should a file

L4

system be accidentally destroyed

® File systems can be damaged by hardware problems such as
errors in reading or writing, power surges or failures, head crashes, jD

dirt, temperature extremes, and vandalism.
©
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PROTECTION
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PROTECTION
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complete protect o) | AGe

Qmﬁ&}l IS permiffed or denied depending on eral fCICfOI‘S,
one of which is the type of access requested. Several different

types of opera’rlonsmqy e controlled:
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* Read
* Write.V
4

EXecutre
®* Append.Write ne | : the file
Om: r?jk?jr;‘— rh:‘ ; - [ == | ¢ ‘ = ,;f.")f pg}mj:gb euse.

® List. List the name and attributes of the file.
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violation occurs, and the - enie ess to the tile.
® many systems recognize three classifications of users in connection with each
file:

®* Owner. The user who created the file is the owner.
S S a —4

® Group. A set of users who are sharing the file and need similar access is a group, or work group.

(f ® Universe. All other users in the system constitute the universe.
@
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o) A sample directory listing from a UNIX environment is shown in below:

-rW-rW-r-- 1 pbg staff 31200 Sep 3 08:30 intro.ps
drwx------ 5 pbg staff 512 Jul 8 09.33  private/
drwxrwxr-x 2 pbg staff 512 Jul 8 09:35 doc/
drwxrwx--- 2 jwg student 512 Aug 3 14:13 student-proj/
-fW-f--r-- 1 pbg staff 9423 Feb 24 2012 program.c

-FWXI-Xr-X 1 pbg staff 20471 Feb 24 2012 program
drwx--x--x 4 tag faculty 512 Jul 31 10:31 lib/
drwx------ 3 pbg staff 1024 Aug 29 06:52 mail/
drwxrwxrwx 3pbg staff 512 Jul 8 09:35  test

f ® R- Read, W- Write, X- Execute, d- Directory
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@ Unit 2 Operating System Properties

General Securty Details Previous Versions

Object name: DAl Syllabus Motes\B.Sc. SE SY (Operating SYstem

QFDUP ar user names:

O Aumenﬂcated Users

S8 SYSTEM
Bl Administrators (RVMAdministrators)
ER Users (RVMUsers)

To change permissions, click Edit
Permissions for Authenticated

Users

Full control
Modify

Read & execute
Read

Write

Special permissions

For special permissions or advanced settings.
click Advanced. =
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s. Thus, it
and
switching ng the read—write
heads and wait .
* To improve | /O efficiency, |/O transfers between memory and disk are

performed in units of blocks. Each block has one or more sectors.
e Depending on the disk drive, sector size varies from 32 bytes to 4,096

/3 bytes; the usual size is 512 bytes
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* The file sys y different levels. The
structure shown in Figur 2 X of a layered design. Each level

in the design uses the features of lower levels to create new features for use
by higher levels.
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DEVICES
/ FIGURE: LAYERED FILE SYSTEM
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ns that
e 1/0

de usually writes

specific bit p  the 1/O controller’s

memory to tell the controller which device location to act on and

what actions to take.




Y fem,
_ ‘before the
I, the buffer
manager r p buffer space to allow
a requested | /O to con s are used to hold frequently used

file-system metadata to improve performance, so managing their

contents is critical for optimum system performance.




